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Abstract

Most organizations have formal and informal elements. Ebstructures are usually documented
in organizational charts showing chain of command, levélsuihority, and personnel resources.
The actual effectiveness of the organization or specificviddals may actually depend on informal
structures and internal communication networks. Theséreefinition personality-dependent and
may provide significant insight into how work actually getsnd within the organization.

Effective leaders will want insight into these informalwsttures for various reasons. Inefficient
decision-making or staffing processes may result in unsacgsor redundant communications,
chokepoints, or single points of failure, each of which cithez delay decisions or degrade the
quality of those decisions. Further, sudden changes imfoennal structures may indicate underlying
stresses within the organization, interpersonal conflatbehavioral problems that may significantly
disrupt the mission effectiveness or morale of the orgdiciza

Documenting these informal structures and networks candmewed through a variety of
means, often through personal interviews or direct obsiervaboth of which are difficult and
time consuming. In this paper, we describe a method of autoatlt generating social network
data using electronic mail messaging logs. Performancernsodstrated using three months of real
data from a medium sized organization.

I. INTRODUCTION

Interpersonal communication and behavior is importanh®groductivity and innovation
of all organizations. Thus, any information or insight intoderstanding this communication
and behavior is therefore very useful to an organizatiogigboetwork analysis is a relatively
new field of psychology and sociology, and it is founded udmnitea that the relationships
between people are just as important as the attributes @lgebhus, social network analysis
provides a rigorous and standardized framework for anadyiriternal communication patterns
among individuals and groups and has become an increasmoylerful tool. With broad
application, social network analysis has been used to hedpreline business processes, im-
prove internal organizational communication, and evertiposrouters in a network topology
with great success. Finally, social network data can beyaadlwith graph theory concepts,
allowing the speed and power of computers to be leveraged.

Unfortunately, generating social network data is time comsg and may require a large
degree of cooperation from the subjects being studied. tAwahdilly, a social network will also
change over time, based on shifts in workload or projectrpization, which might render
existing data obsolete. The purpose of this research theninvestigate means of efficiently
building a social network map using automated tools/prapesl and administrative logs of
computer mediated communications.
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Our work focuses on usage of electronic mail logs, but theepts could easily be extended
to address instant messaging, web usage, chat groups, ecttbeic forums. Our research
demonstrates that an automated system to generate usefllrsetwork data in a reasonable
amount of time can be created. This system can then providesagial network data to
other tools that use social network analysis. The proafarfeept tool generated is a form of
middleware to process raw data into a form suitable for ¥oltm analysis.

I[l. SOCIAL NETWORK ANALYSIS

Social Network Analysis draws from the fields of Psychologyd é&ociology, to study
people and the relationships between groups of people [1]leVithis generally easier for
a sociologist to study individuals and their attributess thitimate goal of a sociologist is
to understand the society itself: relationships within augr of social entities and how they
affect the individuals.

Wasserman describes social network analysis as a “distesgtarch perspective within
the social and behavioral sciences; distinct because |soeiaork analysis is based on an
assumption of the importance of relationships among interg units” [1]. Instead of focusing
on the attributes of the individuals as is done in standaaas@nalysis, social network
analysis focuses on ties, the interactions and relatipsshetween the individuals as a way
of characterizing their behavior. When social network astalgtudy ties, they interpret their
functioning in the light of the actors’ relations with otheetwork members [2].

A. Social Network Data

For example, a standard sociological study on the impoetafindividuals in an organiza-
tion might count the number of phone calls each individuakesaand receives and take into
account the attributes of the callers, like age and gendshasn in Table I. The study then
concludes by hypothesizing a relationship between thibat#s and the measured importance
of the sample.

On the other hand, a social network approach analydesis calling whonmand the groups
that are formed as a result. A secretary, for example, mayenaalot of phone calls, but is
not necessarily the most important person in the orgawizaiihe social network perspective
looks at the relationships between the actors. Simple n&taata is composed of actors,
the entities being studied, and ties (relationships) bebtwhose actors. Social network data
is often displayed in an adjacency matrix as shown in Tallesd Ill, or in an edgelist as
shown in Table IV.

Alice | Bob | Carol | Dan
Name | Gender| Age | Calls Alice - 1 0 0
Alice F 34 3 Bob 1 - 1 1
Bob M 32 13 Carol | 0O 1 - 1
Carol F 49 11 Dan 0 1 1 -
Dan M 19 9
TABLE I
TABLE |

EXAMPLE OF AN UNDIRECTED, BINARY SOCIOGRAM,
EXAMPLE OF STANDARD SOCIOMETRIC DATA
SociAL NETWORK DATA OF AN ORGANIZATION

The information shown in these tables are often referred teoaiograms or social network
maps. They depict the fundamental unit of study in socialvogt analysis [3]. In Table II,
the presence of a at (z,y) in the matrix represents the presence of a tie between the two
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Fig. 1. Sociogram in Graphical Form

actorsz andy. Since there is & where rowC and columnA intersect, actoCarol has a
relationship with actordlice. Notice that there is no mention of the attributes of the @cto
in this data.

In this example, the data is binary: each tie is either 1 or 8amng there is either a
connection, or there is not. It is possible to have nonbicarnnections, allowing the strength
of the connections to be studied as well. For example, inelrdblactor Carol is connected
to actor Dan with a tie strength or weight of. These ties need not be reciprocal, meaning
that the connection may be stronger in one direction thahenother. The edgelist in Table
IV shows three columns to describe the relation between tt@rst source actor, destination
actor, and the strength of the relationship. Notice also timdata in the edgelist corresponds
to the tie strengths in Table III.

dl
n=24
format = edgeli st
dat a:
Alice Bob 3
Z - Bob Alice 4
Carol| 0 4 ggg g;og 4
Dan 0 3 Carol Bob 4
TABLE Il Carol Dan 7

EXAMPLE OF A DIRECTED, WEIGHTED SOCIOGRAM, Dan Bob 3
Dan Carol 6

Alice | Bob | Carol
Alice - 3
Bob

ol |nlo
-\Amog
=}

SocliAL NETWORK DATA OF AN ORGANIZATION

TABLE IV
EDGELIST FORMATTED SOCIOGRAM

From the data, it is possible to construct a visualizationthef actors’ relationships with
each other by making each actor a node in a graph and drawiegiga between them if a
relation exists. This visualization can show the structireelationships as shown in Figure 1.



As they are intrinsically graphs, sociograms adhere to thesrof graph theory. Graph
theory is very useful in social network analysis becauseavides a vocabulary that can be
used to label and denote social structural propertiesstt gives social network analysts the
tools used in studying graph theory: mathematical operatend concepts that quantify and
measure structural properties. Perhaps most importagitlyyg social networks a rigorous,
symbolic representation means that the power of compuderde leveraged to aid in research.

B. Social Network Analysis Capabilities

Before the widespread availability of computers, the froitdabor of a lengthy interview
or observational study were tedious arithmetic to caleukagtrics of the social network data
and analyze them. Even more work is required to create alidatian for the social structure.
Computers have changed the speed of social network anakgsisatcally. Social network
analysis programs like UCINet [4], Pajek [5], and KrackPIef ¢an calculate the properties
of a graph and visualize it with a few clicks of a mouse [2]. S&@rograms use graph theory
algorithms and concepts to quickly calculate social nekwuoetrics.

The basic metrics of social network analysis revolve aroantivity, betweenness, and
closeness. Activity is often measured in terms of degrées,number of ties that an actor
has. Betweenness is a measure of how many shortest pathsehetwe actors go through
a specific actor. Closeness is a measure of how few connedi@sequired to connect
to other actors. These basic social network concepts ai tosealculate almost all of the
social network metrics and gain information about the entietwork as well as the actors
themselves.

Some social network analysis metrics that may be useful exenfkan Density, Bonacich
Power, andk-cores. These metrics are standard in the social networkysamasoftware
programs UCINet and Pajek. The Freeman Density is a measutleo€tentrality of an
actor based on the number of actors connected to it. Bona@uaeris a metric taken to
demonstrate the ability of social network analysis to plevinformation about actor power
and centrality. Ak-core is a loose group of actors in which more tightly-knibgps of actors
are found. Additionally, analyzing the changes to a speaifior's ego network also indicates
changes to an actor’s behavior. [7].

Currently, many different applications and uses of analysisocial network data have been
proposed and implemented. One of applications that are hedsful to organizations is the
use of social network analysis to analyze the communicatetworks within organizations.

1) Organizational Network AnalysisRob Cross of the University of Virginia uses social
network analysis to analyze organizational networks arig ineprove company productivity
by increasing collaboration and information flow [8]. Crosdisthis Organizational Network
Analysis (ONA). Fundamental to ONA is the idea that peoplakweell when they work
together, and even better when the right people are corthe&ecial network analysis
finds bottlenecks of information flow, organizational helsmwho are not collaborating, and
elitist groups that don't interact with those outside of gm®up. With the information he
acquires, Cross recommends ways to restructure or join grtlupugh meetings or the
hiring of mediators. Among other things, ONA has been usduketp integrate newly merged
companies, improve strategic decision making in top lestdpr and promote creative thought.
Given its results, ONA is very effective, as some of Cross’ imm®minent clients are:
American Express, Accenture, Asea Brown Boveri (ABB), Abbeyidvatl, A D Little,
Aventis, Bank of Montreal, BP, Bristol-Myers Squibb, Capital éQrCardinal Healthcare,



Conoco, CSC, Eli Lilly, EnCana, FAA, Halliburton, IBM, Intel, Mar Martha Jefferson
Hospital, McKinsey, Microsoft, Nortel, Novartis, NSA, BeWaterhouseCoopers [8].

2) Covert Network AnalysisVladis Krebs used social network analysis to “uncloak ter-
rorist networks” after the terrorist attacks of 2001 [9]. Batloering data from news articles
that followed the attacks, Krebs was able to construct aogoam representing the terrorist
network. After some investigation by the US government,aswlleged that Mohammed Atta
was the leader of the covert operation. Krebs took the nétwentrality metrics of degree,
closeness, and betweenness, and found that Atta had theshigtore for all three metrics.
These social network metrics support the idea that he had theeleader of the operation.
This does not mean that social network analysis can nedgspagdict criminal activity;
however, it may can help determine organizational strectamd importance of members
within a society or group.

C. Difficulty in Gathering Social Network Data

Gathering social network data can be a difficult and time gonsg task. It is even more
complicated when dealing with large populations and ovetrpcted periods of time. Standard
methods of data collection include conducting interviesus/eys, observing the actors, or
extracting data from archived records.

The interview or survey-based approach to collecting dataxiremely time consuming
and not possible in all situations. Interviews and surveymvenience the people being
studied (and can potentially invade their privacy), esplgcif they need to be repeated for a
longitudinal study. Additionally, the questions askedfaidy simple and are only taken in one
context. Further, these questions themselves often lelaolboding the number of connections,
sometimes asking to name only a certain number [10]. In Exhdithese questions often do
not capture the relative weight of the relationship and dhly presence of a tie. Moreover,
resources must be expended to carry out the interviews amdysu The Network Roundtable
at the University of Virginia developed a tool that can getersocial network data from the
results of customizable online surveys. While this expedite process, it still requires user
interaction and is only as accurate as the person filling leaitsurvey [11].

Resources required to observe a social structure with peoplespecially high and time
consuming. Observation often requires getting the peranssf those studied, a permission
that is not always granted. Moreover, the observers cangatlyer so much information, and
this method of data collection works best when studyingtikedly small groups of people
with close interaction [1].

On the other hand, the cost of gleaning social network datan farchived information
does not require direct interaction with live subjectsolniation can be gathered from lots
of different sources such as newspapers, attendance seaor@émail traffic [9]. Gathering
data from recorded archives is done in a short period of timepposed to gathering data as
it happens, making it much easier to perform longitudinab&s. However, it does require
time to read the archived data and extract the pertinentritdion. Moreover, as archives are
records of the past, they often do not provide informatioautlihe current social structure.

D. Summary

The study of social networks has profoundly influenced tHdgief mathematics, statistics,
and economics as well as the fields of sociology, and psygldity. Social network analysis
can provide useful information about groups and the actatsiwthem. However, social



network analysis suffers from the lack of current, dynanscsial network data of large
organizations. This deficiency is addressed in is research.

I1l. PROOFOF-CONCEPTTOOL IMPLEMENTATION

The objective of this research is to show that the creatiamseful social network data from
Simple Mail Transfer Protocol (SMTP) data in a time-effi¢iemanner is possible. This data
would then be read and analyzed by current social networkysisaools. It is believed the
metrics gathered by these tools will prove useful to soceverk analysts in characterizing
organizational behavior. These characterizations cdwdd be used in a tool to provide leaders
with more information about their organizations and insrcommunication patterns.

Creating social network data from readily available SMTPslag cheaper, easier, and
quicker than conducting surveys and relying on direct olzgem. The automatic creation of
social network data also allows social network analyststudysthe short-term dynamics of
a large set of actors; this is extremely difficult—if not ingstble—to do with current social
network data gathering methods.

To create social network data from email logs, data is gathefiltered and/or parsed,
and mined for information. The overall process is illustthin Figures 2 and 3. In our
research, we also included an optional anonymization siggréserve privacy. Whether or
not anonymization is needed depends on the intended appficat hand. If general trends
are being studied, then anonymization may be appropriateerGpplications may include
personnel security or insider threat mitigation, in whichse traceability to a particular
individual is required. While this may seem to b8ig Brotherissue, it is commonly accepted
that most businesses and government organizations wilinely monitor email usage.

Several java programs were developed as shown in Figure &.pfdgrams are written
in Java 1.50 and require Java JRE version 1.5. Queries are widd®ySQL version 4.1.
Microsoft Exchange and Javelina ADVantage generate theyplist file pr oxy. csv and
the SMTP logs. Although Exchange was used for our work, aagtednic mail system that
generates SMTP logs in the appropriate format can be uses sy$tem is expected to be
given a fresh set of SMTP logs every week or month to saniprecess, and add to the
database. This relatively short time interval ensures ttiatsocial network data recorded is
current and thus presents a more accurate description dfehavior of the system users.

A. ProxyListToUID Component

The Pr oxyLi st ToUl D component resolves the multiple aliases of an actor to afgpec
actor. For example, a user in the system nadesbn Yeenight use both the email addresses

SMTP/AD Data £N,
from > Assign UlIDs > Sanitize > Erocefss ¥ Database "i;_ TR
Microsoft To Users Logs pds for Functions |[—T—»
Database ‘ ™ . b,
Exchange 3 =—— )

Social Network
Data

Fig. 2. Process of Generating Social Network Data from SMTP Logs
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Fig. 3. System Implementation

jyee@fit.eduandjason. yee@fit.edu. This component assigns the same identity
to the two different email addresses. It is important to us@ad that a UID is meant to
correspond to a single human user. It is essential to identifque users if social network
analysis results are expected to be accurate. This is somgetiat is taken for granted when
carrying out interviews and surveys to gather social netvaata.

B. SMTPLogSanitizer Component

For the purposes of this research, specific identities wetaequired nor desired. Thus,
before the SMTP logs are analyzed, they are sanitized. Tiiézsdion process used in this
research makes SMTP logs relatively safe for distributigrrdplacing the user name of an
email address with a unique number, masking the identityhaf user. It is important to
note that NCSA formatted SMTP logs do not contain any inforomatibout the subject or
content of the email message. Thus, an SMTP log is consideneitized if the user names
are anonymized.

The SMIPLogSani ti zer program keeps a record of the email addresses already seen
and the number of unique users identified. If the log samitiels an email address that it
has already seen, it replaces that email address with thedd#iociated with it. If the log
sanitizer finds an email address that it has not seen, it gegsen new UID, assigns it to
the email address, and replaces the email address with the Te log sanitizer program
SMIPLogSani ti zer was built with those requirements.

C. SMTPLogParser Component

The SMIPLogPar ser program extracts data from SMTP logs that are imported into
a database. Useful information from SMTP logs are the datetame an email was sent,
the sender and recipient, if the sender and recipient aegnalt and how many recipients
received the same ema8MIPLogPar ser parses the contents of each sanitized log file and
and extracts that data. This information is used by the da®lbo generate social network
data.



D. Database Functions Component

The processed information provided the needed informatcoereate social network data.
All that remains is to configure the database, import the ffata the processed logs, and
export the query results. Before importing the data, a tableymg the values is created.
The fields in the table are the same as the fields created b$MhELogPar ser program
including a primary key: MessagelD (database key), DateéTiUID of Sender, UID of
Recipient, Internal Status of Sender, Internal Status of gReat, and Number of Recipients
of Message. When the database and required table is prepgheedata extracted by the
SMIPLogPar ser is imported. Finally, social network data in UCINet-readal@dgelist
format (Table IV) is extracted from th8MIPLogPar ser generated data in the database.

E. Generated Sociograms

Sociograms are generated in the edgelist format as showrabie TV. This format is
standard for social network analysis applications and ainatthree columns: source actor,
destination actor, and tie strength. As was shown in Talbai#l strength is a measurement
of the strength of the relationship between the source astind¢ion actors. There are many
different ways to calculate tie strength, but for the pugsosf this experiment, tie strength
is calculated as the number of email messages sent from tigkers® the recipient.

In conjunction with UCINet, the system is able to generatéetdht types of sociograms
based on different variables and parameters. While it is ribtinvthe scope of this research
to determine the correct settings to make the sociogramesymnd to the actual population,
the flexibility and customizability of the tool will aid fute research in this endeavor.

IV. ToOL PERFORMANCE
A. Evaulation Metrics and Techniques

The metrics used to evaluate the social network data gemgrsgstem in this experiment
are usefulness and timeliness. Usefulness is the abilityhi® generated data to be read by
the standard social network analysis program UCINet. UCINe commonly used social
network analysis program, and files that can be read by UCIHetbe read by almost all
other social network analysis programs such as Pajek andraigt Thus, for our purposes,
if UCINet can take some standard social network analysisiosefirom the generated social
network data, the tool is deemed useful. Whether or not th®g@ms generated from email
logs truly represent the organization’s internal commatiim patterns is a topic of further
study. Timeliness is measured by determining the amouningf €lapsed in each stage of the
log-parsing process. The full process of creating sociavork data from SMTP logs was
repeated several times; the execution time of each stageawasied via direct measurement.

B. System Setup and Workload

This testing is performed on a dedicated Dell Poweredgeltat hyperthreading-enabled
3.2 GHz computer with 2 GB RAM and the Windows XP Professionditi&n operating
system. The system tested is the same system implementédx iprévious chapter, with
components developed in Java 1.5, and a MySQL 4.0.21 server.

The proof-of-concept tool is tested and timed as it is exguk¢d be run on an expected
workload. The workload in this research consists of a lisusérs and their different email
addresses and SMTP logs in the National Center for Superdormgpfipplications (NCSA)
format [12]. Data was collected from a medium sized orgdmna(approximately 1,500



users) over an 86-day period from October-December 2004 .cbhected log data consisted
of approximately 3.6 gigabytes worth of text as shown in &2yl

Month Days Size

October 25 1,034,273 KB
November| 30 1,385,098 KB
December| 31 1,359,860 KB

TABLE V
WORKLOAD DESCRIPTION

C. Validation and Verification

Verification that the components are performing corredliested by debugging and white-
box code walkthroughs. Validation of the results is done dstihg system with artificially-
generated SMTP data. The social network data of the artif@MTP data is gathered
manually and is compared to the social network data autcaiBtigenerated by the system.
The components are correct if they provide the expectedubuijis method of evaluation is
justified as no similar system with similar data has been @mganted. This portion of testing
is done during the development of the system and will not lponted in the results and
findings.

V. RESULTS AND FINDINGS

A. Overall Test Results

The average time required for the components to process thomths of SMTP data and
generate social network data is about 80 minutes as showalle WI. On average, it takes
about half an hour to add a month to the database and genesateo& social network data
incorporating the new information.

Component Runtime (One Month)| Runtime (Three Months
ProxyListToUID <1 <1
SMTPLogSanitizer ~20 ~54
SMTPLogParser ~10 ~24
Database Import <1 <1
SQL Query <1 <1

[ Total (three months) ~ 30 | ~ 80 |

TABLE VI

OVERALL COMPONENTRUNTIMES (MINUTES)

It is clear that this process can produce timely social ngiwaata. The bulk of the
processing time occurs during sanitization and parsindi@fSMTP logs.

B. SMTPLogSanitizer Test Results

The SMIPLogSani ti zer component is given the workload of three months of SMTP
data in the form of 12 separate log files in a directory. Ove),Qd0 total UIDs were assigned
with an average time of about 55 minutes as shown in Table Mils was the most time
consuming of the components. The time spent sanitizing M&FSlogs from October was
less than the other months because a server crash in Octumrdcfewer days to be logged.



There were 25 days logged in October, 30 in November, and 3letember as shown in
Table V.

Test 1| Test 2| Test 3 || UIDs Added

October 15.4 14.5 17.7 57,232

November 21.3 20.1 20.1 49,590

December| 20.6 19.7 18.7 67,902

| Total [ 57.3 [ 54.3 [ 53.5 H 174,724|
TABLE VII

SMTPLOGSANITIZER RUNTIMES (MINUTES) AND THE UIDS ADDED

The measured data suggests that the number of UIDs added seimétizing a month’s
logs are independent of each other. This is unexpected,easuimber of additional UIDs is
expected to decrease as more email addresses were addedUtbtlist and are seen again
in the logs. This behavior is explained by the many new emddresses (always senders)
that are assigned to addresses IBOUNCE- 123@ edweek. spar Kkl i st. com usually
generated by mailing lists to which network users subscribe

C. SMTPLogParser Test Results

The SMIPLogPar ser component was given the workload of three months of sanitize
SMTP data in the form of 12 separate sanitized log files reguftom the sanitization process.
SMIPLogPar ser processed three months of data in the average time of abouotirdses
as shown in Table VIII. As is expected, the time spent parsimgonth is independent. Each
month, with about a million ties, took under 10 minutes tosgarTheSMIPLogPar ser
mined the sanitized data for over 1.8 million individual eisd@or a total of over 3 million
connections between users as shown in Table VIII. These arsrdre consistent with the
missing emails from a week of server downtime in October.

To clarify the difference between an email and a connectidren Alice sends an email
to Bob and Carol, one email was created bylice and two connectionsdlice — Bob and
Alice — Carol, are created. Connections are used to generate social Retvedrics.

Test 1| Test 2| Test 3 Emails Ties
October 6.9 6.9 6.2 464,895 883,024
November 9.1 8.7 8.3 675,411 | 1,149,305
December 9.3 8.0 7.9 689,071 | 1,065,800

[Total | 25.3] 23.6] 22.4] 1,829,377] 3,098,129]

TABLE VI
SMTPLOGPARSERRUNTIMES (MINUTES), AND THE EMAILS AND TIES RECORDED

D. Data Usefulness Test Results

All 12 generated sociograms were imported by UCINet sucadgsand the Freeman
Degree, Bonacich Power, ardcore social network metrics were taken. The entire network
and certain ego networks were also visualized in NetDrawsThhe data created by the
system is considered usable. Screenshots of UCINet outputhdse metrics are shown in
Figures 4-6 in the appendix.



The social network data can be visualized by NetDraw as showfigures 7-12 in the
appendix. Figure 7 shows the egonet of Ack® in NetDraw, and Figure 8 shows a more
readable subset of the December 2004 network. Figures @d#case different visualizations
available in Netdraw for the egonet of Acttd41.

VI. SUMMARY AND FUTURE RESEARCH

In summary, our proof-of-concept tool is able to efficierglgnerate social network maps
from SMTP log data. Results show that useful social networta dan be created by the
system developed in a timely manner. The total time to cdribeee months of SMTP logs
into social network data is about 80 minutes. The data aldayethis system is readable by
UCINet and can be visualized by NetDraw.

The immediate impact of this tool is that it can be used to plyeand quickly generate
social network data from SMTP logs of an organization. BMFPLogSani ti zer compo-
nent, while originally included as a privacy measure, map dhcilitate sharing of such logs
among the research community, allowing the constructioa oth social network analysis
data set. Long-term benefits of this research include tHayatw analyze social network data
of medium-large organizations. Some potential applicetionclude research on organizational
efficiency and personnel security (insider threat) regearc

The accuracy of data is defined as how well the data correspontthe actual behavior of
actors monitored. Future research should find the best gaeasnand restrictions with which
to create the most accurate social network data. For instahts research generates social
network maps that only consider connections that are redddy fewer than 20 recipients.
This restriction may dampen the effect of broadcast “spamthe data.

This proof-of-concept tool can also be extended to othem$oof computer-mediated
communication. For example, telephone call logs (fatédiaby the adaptation of voice over
internet protocol-VOIP), instant messaging logs, and watpepaccess logs may be mined
for information.
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UCINet Outputs

lpIsFLAY

Width of field: MIN
# of decimals: MIN
Rows to display: all
Columns to display: all

Row partition:
Column partition:
Input datasst:

Actor Power

1
Power
1 0 0.000
2 1 1.000
3 100 1.000
4 1000 0.000
5 1looz 0.o00
6 1003 3.000
7 1004 1.000
4 1005 0.o00
9 1007 1.000
10 1008 0.o00
11 1009 1.000
12 101 6.000
13 1010 1.000
14 1011 2.000
15 1012 3.000
16 1015 6.000
17 1016 9.000
1% 1017 12.000
s |

C:nDocunents and Set

Fig. 4. Bonacich Power Metric

APPENDIX

%% Qutput Log #1

File Edit
spoE
[DISPLAY A~
Vidth of field: MIN
# of decinals MIN
Rows to display all
Column= to display: all
Row partition:
Colunn partition
Input dataset: C:~Docunents and Set
1 2 ] 4
OutDegre InDegres HrmOutDe HrmInDeg
o ] 12. 000 22.000 0.892 1.634
2 1 10.000 41.000 0.743 3.046
3 100 12.000 1g.000 0.892 1.337
4 1000 0.oon 2.000 0.000 0.594
& 1002 2.000 0.00n 0.594 0.000
& 1003 14.000 43. 000 1.040 3.195%
7 1004 9.000 4.000 0.66Y 0.297
g 100% 0.oon £.000 0.000 0.44%
9 1007 1z2. 000 24 000 0.892 1.783
10 1008 0.000 12.000 0.000 0.892
11 1009 10.000 20.000 0.743 1.486
12 101 70.000 116.000 B 2lE g.618
13 1010 4.000 16.000 0.297 1.189
14 1011 1g.000 14.000 IERCEL 1.040
15 1012 34.000 26.000 2.526 1932
16 1015 164 000 g2.000 12.184 £.092
17 1016 233.000 g2.000 i i 6.092
18 1017 g11.000 212.000 45394 15. 750
19 1018 4.000 16. 000 0.297 1.189
20 1019 21.000 26.000 1.560 1.932 o
4 2

Fig. 5. UCINet Freeman Degree Metric

Output Log #6
File Edit
Lo |
Partition-by-actor matrix

2 3 4

1z 12 11 o

1 a 1 1 1 1

2 hE 2 2 2

3 100 3 3 3 3
4 1000 4 4 4 4
5 1o02 3 5 5 3
6 1003 & 3 3 &
7 1004 7 7 7 7
8 100§ a 8 8 a
9 1007 k) Ll a k)
10 1008 10 10 10 10
11 1009 11 i 11 11
12 101 12 12 12 12
13 1010 1z 13 13 1z
14 1011 14 14 14 14
15 1012 15 15 15 15
1g 1015 1e 16 1g 1e
17 1016 17 17 17 17
18 1017 1a 18 18 1a
19 1018 19 19 19 19
20 1n1g 20 20 90 20

3 7 [ |3 g 1
1 1 1 1 1 1 1 1
2 2 2 1 i 1 i
3 3 3 3 2 1 1 i
4 4 4 4 3 2 1 b
g |3 g |3 4 3 2 i
13 & 3 & 1 1 1 1
7 7 7 7 5 4 3 1
a a 8 a [ 5 4 1
3 9 3 9 1 1 1 1
10 1o 10 10 7 [3 5 1
11 11 K 11 8 7 1 i
12 1z 12 2 1 L & b
13 13 13 12 El g 1 1
14 14 14 13 1ia 9 1 &
15 15 15 14 1 1 1 1
12 1z 12 2 1 1 1 1
16 16 16 15 1 1 1 1
17 17 12 2 hE 1 1 1
13 15 17 1% 1 i 1 i
12 12 12 2 1 1 1 1

&

Fig.

UCINet Output fork-core Metric
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Fig. 9. Spring-Embedding Visualization Fig. 10. Gower Visualization
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Fig. 11. Circular Visualization Fig. 12. Multi-Dimensional Scaling Visualization



